
How to talk to patrons about: Creating Strong Passwords

• Tell them about 2-factor authentication (2FA), which provides 
an added layer of security for their account. 2FA should be 
used on your most important accounts (banking, email).

• Explain what makes a password weak (e.g., using sequential 
numbers or letters, using common words, using words about 
yourself).

• Explain what makes a password strong (long phrases; mix of 
letters, numbers, and/or symbols). 

“Long passwords, at least 15 
characters, are the most secure. 
Try to think of a phrase you can 

remember, but only makes sense 
to you.”


